CYBERSECURITY
IN AN APOWERED WORLD
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93% of cyber leaders think
global geopolitical instability will
cause a catastrophic cyber
event in the next two years.




43% of organisational
leaders think a cyberattack
will materially affect their
own organisation in the next

two years.




Cvyber and business leaders
expect these three tech trends
to have the greatest influence

on their cyber risk strategies
over the next two years.
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Greater adoption of Advances in user Artificial intelligence
cloud technology identity and access (Al) and machine
management learning

Source: World Economic Forum’s Global Cybersecurity Outlook 2023



90% of cyber and business
leaders are concerned about
the cyber resilience of third
parties that their organisations
engage with.

—

Source: World Economic Forum’s Global Cybersecurity Outlook 2023



72% of cyber and business
leaders plan to strengthen

policies and practices for
engaging direct-connection
third parties with data access.




90% of cyber and business
leaders say cyber resilience
should be integrated into an
organisation’s enterprise
risk-management strategies.




Click on the link above to learn more about
cyber security in an Al-powered world



